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Understanding the nature and scope of security-related risk is a basic expectation of a
corporate security program and those engaged in asset protection. The risk assessment
process provides for a critical evaluation of mitigation programs.

The template that follows was designed to assist security leaders in ranking risk and
mitigation priorities, which is one fundamental part of a comprehensive risk
management strategy.

Copyright 2018 Security Executive Council



Site Risk/Threat Assessment Ranking Process Example

Company X Corporate Security Site Risk & Opportunities Assessment
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This example includes a sampling of 6 out of 27 evaluative factors for consideration by a
review team. Note that the ranking process only works when the reviewers are totally
honest about their findings. The template includes a column for notes on alternative
strategies and cost, and a space to engage site management on risk exposure and risk
acceptance after the ranking is complete.
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Explanation

Company X Corporate Security Site Risk & Opportunities Assessment

Site Risk/Threat Assessment Ranking Process Example
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Ultimately the risk assessment process is about aligning Security with the needs of the

organization.

Copyright 2018 Security Executive Council



Visit the Security Executive Council website for other resources
in the Risk-Based Security > Risk Assessment series.

About the Security Executive Council

The SEC is the leading research and advisory firm focused on corporate security risk
mitigation solutions. Having worked with hundreds of companies and organizations we
have witnessed the proven practices that produce the most positive transformation.

Our subject matter experts have deep expertise in all aspects of security risk mitigation
strategy; they collaborate with security leaders to transform security programs into

more capable and valued centers of excellence. Watch our 3-minute video to learn more.

Contact us at: contact@secleader.com

Website here: https://www.securityexecutivecouncil.com/
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