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ing networked Honeywell card access into 
the newly renovated rooms.

“The decision to move from metal keys 
to card access was easy to make because 
we needed a flexible system that not only 
would secure buildings and individual 
classrooms, but also provide a detailed 
audit trail to show who accessed what 
and when,” Strinz says. “And, the system 
should ultimately provide better security, 
at less cost, than a metal key system.”

Currently ELAC is using Honeywell’s 
WIN-PAK PE with VISTA Integration — 
software that enables ELAC to replace 
existing obsolete intrusion alarm control 
panels with the VISTA alarm panel. 

“We can now arm and disarm the sys-

tem using our existing contactless smart 
cards, and we can also monitor the alarm 
panels with our Honeywell card access 
software,” Strinz says. “We’re saving valu-
able time and effort by using cards and 
readers to activate some of our intrusion 
alarms, and we no longer have to use low-
security PIN codes.”

Access in Action
Beyond the integrated framework, 

ELAC’s access control system includes 
approximately 1,800 access cards in circu-
lation, which are used for 302 card read-
ers and electric door strikes — a slightly 
different setup than most traditional sys-
tems, according to Strinz. “This hardware 

configuration fits our academic environ-
ment well,” he says. “It’s also less than half 
the price of a classic card access system, 
where the lock is electrified.” 

ELAC’s card access system varies from 
traditional card access in that it encom-
passes card readers and electronic door 
strikes. Instead of carrying a large ring of 
door keys, staff members simply use one 
access card and one low-security staff 
restroom key. When staff members first 
arrive at their offices or classrooms, they 
use their access card to unlock the strike, 
allowing the door to be pulled open. They 
then use the staff restroom key on the 
inside lock cylinder to unlock the door 
lock’s outside handle. When rooms need 

Market Focus: Education

With the recent hype surrounding so-called “open carry” laws, 
it is easy to overlook some states’ proposed changes to laws 

regarding the concealed carrying of firearms.
As of this writing, the Kansas State Senate is considering a 

bill to allow anyone over 21 years old with 
a concealed gun license to bring a weapon 
to any of the state’s public higher educa-
tion institutions. If the bill passes, Kansas will 
become the second state in the nation to 
legally require public colleges and universities 
to accept concealed weapons on campus. 
Utah is the first.

A bill introduced in the Michigan Senate 
last year would remove college campuses 
from the state’s list of “no-carry zones.” 
Texas, Ohio and Missouri are among the other 
states that have had similar bills in consider-
ation over the last legislative term.  

While this does not necessarily indicate a 
strong trend — after all, many of these bills 
will not gain final passage — it is worth not-
ing that bills supporting concealed carry on campus have cropped 
up regularly across the country. They have also gained popular 
support since the 2007 Virginia Tech shooting, in which a student 
shooter killed 32 unarmed classmates and teachers. 

However, a Campus Safety Magazine survey conducted last 
summer indicates that the majority of campus safety personnel 
oppose laws allowing concealed firearms on campus. “Of the 
58 percent of higher-education respondents to the survey … 64 
percent of that group say they do not support concealed carry for 
non-law enforcement,” the magazine reports. “Even the majority 
of supporters from colleges (22 percent overall) say they would 
only sanction concealed carry under certain conditions. Only 14 
percent of respondents offered unqualified support.” (To read the 

full report on the survey results, visit http://www.campussafet-
ymagazine.com/News/?NewsID=3279.) 

Proponents of concealed carry on campus point to the Virginia 
Tech massacre and say that it could have been avoided or at 

least shortened had one of the students or 
teachers nearby had a weapon with which 
to defend themselves. Opponents argue that 
while police are trained in dealing with highly 
stressful, active shooter situations, the aver-
age gun owner is not. In their view, a campus 
shooting incident may actually be escalated by 
the well-meaning intervention of an untrained 
bystander.

Newly passed concealed carry laws could 
have varying degrees of impact on secu-
rity operations at colleges and universities, 
depending on the specific content of the laws. 
The law being considered by the Kansas State 
Senate would allow universities to opt out of 
concealed carry for buildings with “adequate 
security,” such as metal detectors. This could 

amount to increased spending on security technology in certain 
high-risk facilities to avoid concealed carry allowances. In other 
states, new security staff and university employee training may 
represent the bulk of the impact.

Keep an eye on your state legislature to see if concealed carry 
on campus laws could impact you.
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