
ment officials. “We have provided infor-
mation to the local police department,” 
Brown says. “I have had police officers 
come over with reports they believe to 
be accurate. We verify and supplement 
their reports by accessing the video foot-
age of an incident and reviewing it from 
start to finish from different camera 
angles.”

Tri-Tronics has been working with 
Brown and The Waterside for nearly 10 
years. Although they helped design the sys-
tem originally, Brown says that 
he and his staff perform their 
own troubleshooting when there 
is a problem with a connection.

The upgraded system at The 
Waterside also includes four 
new monitors. 

“The new monitors will be 
placed into a security/infor-
mation kiosk in the food court 
area, to give the security officer 
a place to be and to serve as 
reinforcement to visitors that 
there is a surveillance function 
in the area for their safety and 
security,” Brown says. ❚
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Cover Focus

Normally we use this column to focus on standards, guide-
lines, laws and regulations with which security programs 
must or should comply. This month, however, we wanted to 

highlight some proposed legislation that, instead of setting down 
performance guidelines, could tamp down a problem that has ham-
pered retail security and loss prevention operations nationwide.

On Feb. 25, the U.S. Senate and House of Representatives 
saw three pieces of legislation introduced with a common goal: 
to curb the growing threat of organized retail crime (ORC). 
The Combating Organized Retail Crime Act of 2009 (S.470), 
the Organized Retail Crime Act of 2009 (H.R.1173), and the 
E-Fencing Enforcement Act of 2009 (H.R.1166) resemble legisla-
tion put forth in 2008 for consideration by the 110th Congress. 
The National Retail Federation and other retail trade groups have 
expressed their support of the measures. 

Together, these three Acts seek to formally recognize organized 
retail crime as dangerous not only to consumers and retailers but 
to the national banking system. They recommend elevating it 
to a federal crime and amending the U.S. Federal Sentencing 
Guidelines to consider the serious nature of the ORC offenses. 
Each measure also addresses the responsibilities and liabilities of 
online sales and auction sites, through which ORC rings often sell 
their stolen goods, putting more of the burden of investigation 
and mitigation on them.  

The opening of H.R.1173 cites organized retail crime as a “$30 
billion annual problem,” a figure that many consider conservative. 
Despite its huge impact, retailers have often felt their hands tied 
in combating ORC. When potentially stolen product appears at 
high volume on an online auction site, that site currently has little 
obligation to question the source. What’s more, there is evidence 
that the rate of organized retail theft is rapidly increasing as the 
U.S. economy tumbles. People who are struggling to pay bills are 
more willing to participate in thefts, and other people trying to 
budget more carefully are snapping up deals and discounts from 
online sites that may be selling stolen merchandise, providing a 
perfect pairing of supply and demand.

Retailers who wish to speak out on ORC should contact their 
Senators and Representatives to express their opinions on these 
three Acts. All three are currently in committee.

Marleah Blades is senior editor for the Security 
Executive Council (SEC). The Security Executive 
Council maintains a large and growing list of 
laws, regulations, standards and guidelines that 
impact security (https://www.securityexecutive-
council.com/public/lrvc). Help the Council fill out 
the list and receive a selected complimentary 

metric slide from our store. 
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More on Organized Retail Crime Legislation
By Marleah Blades

Steve Wilkens views video from the escalators 
provided by the Panasonic dome cameras.  At The 
Waterside, surveillance data generally is archived 
and monitored in real time when warranted. 


